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FHIR at Scale Taskforce (FAST)
Core Capability — Reliable Patient Identity
Description
In the classic world of health care exchange, especially between providers and payers, a person/coverage identifier assigned by the payer (or MRN assigned by the EHR) and potentially other information such as date of birth and/or name were required. In the evolving health care interoperability model, which includes more dynamic interoperability patterns such as consumer mediation, it is not always certain that a current payer identifier is readily available and other models to reconcile a person’s identity will be needed.   Other industries have done very well at resolving person identity using a combination of patterns including biometrics, challenge/response, demographics, and other techniques.  The financial industry, credit management, and contemporary cloud services providers have been very focused and successful in this space.  This capability requires both identity proofing and identity verification mechanisms although it does not require that they be native to health care.
Technical Domain
Patient/Member/Person Identification
Guiding Principles
Trust and confidence in patient/member/person matching and identification is paramount
Verification/confirmation of identity should not pose significant burden via latency or complexity but we recognize that challenges and in-workflow requests for identifying information may be needed
The solution can’t be based upon a single entity identifier such as a person/coverage ID from a payer or an MRN from an EHR although having that information as part of the overall identifying attribute set is certainly acceptable 
Identity proofing and identity verification mechanisms are required
Functional Objectives
Provide identity reconciliation across the shared health care spectrum
Provide mechanism or reference for identity proofing
Provide mechanism for identity verification which is not 100% predicated on a payer or EHR identifier
Solution should synergize with other FAST capabilities so as not to cause unmanageable burden  
Given the nature of identity resolution, we recognize that challenges or other real-time prompts for information may be required to establish identity
Technical Objectives
Ensure approach doesn’t add unworkable latency or burden to the process
Ensure that the model renders the identity status is reliable and ensures trust
Provides mechanisms or reference for both identity proofing and identity verification at scale
Use Case Context & Traceability
This core capability was derived and vetted in many FAST use cases including:
End Point Discovery
Authentication/Authorization
Version Identification
Patient/Provider Identification (Primary)
Patient Information Request, Provider Request to Plan
Patient Information Request, Plan Request to Provider
Documentation Templates and Rules
Event Based Alerts
Quality Reporting
Push Patient Information
Shared Care Planning
Referrals/Consults
Care Team Coordination
Scheduling
Conceptual Model
TBD
Child Capabilities
None defined yet
Parent Capabilities
None defined 
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