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FHIR at Scale Taskforce (FAST)
Core Capability 10 — Readiness Credential
Description
In the evolving health care interoperability model, the need for any participant to have trust and confidence with the ability to confirm via Application Programming Interface (API) the readiness and certification of other participants to support the standards with the appropriate level of performance and scalability is paramount.  As noted throughout the use cases, the interactions must perform, scale, and be resilient enough to not cause a burden, or leave in an unsteady state, other interoperability partners.  
In the new model, new participants will join, new APIs and capabilities will be added by new and existing members, and infrastructure will change. Participants need the ability to determine dynamically, in real-time, if an API has met criteria before interacting with it. An example (but not the only model), would be for this credential to be available in the directory along with the version or to be guaranteed if the API is listed. 
Given the varied capabilities and size of participants in the ecosystem, the Testing and Certification Tiger Team should consider if more than one level of certification is appropriate.
Technical Domain
Testing and Certification
Directory
Guiding Principles
Trust and confidence in readiness credential is paramount
Verification/confirmation of credential should not pose significant burden via latency or complexity and ideally would be part of a planned interaction or API orchestration
Ability to confirm the readiness credential via API or be assured that the credential is present if the API is in the directory 
Functional Objectives
Solution should synergize well with other FAST capabilities so as not to cause additional burden.  Having the credential information available in the directory or as an orchestrated attribute are considerations to address this 
Should multiple levels of certification be the approach, the functional impact of said levels must be clearly defined 
Technical Objectives
Ensure approach doesn’t add significant latency or burden to the API discovery and access process
Ensure that the model renders the credential status is reliable and ensures trust
Use Case Context & Traceability
This core capability was derived and vetted in many FAST use cases including:
End Point Discovery (Primary)
Authentication/Authorization
Version Identification
Patient/Provider Identification
Patient Information Request, Provider Request to Plan
Patient Information Request, Plan Request to Provider
Documentation Templates and Rules
Event Based Alerts
Quality Reporting
Push Patient Information
Shared Care Planning
Referrals/Consults
Care Team Coordination
Scheduling
Conceptual Model
TBD
Child Capabilities
None defined yet
Parent Capabilities
None defined 
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