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Use Case – Endpoint Discovery

Assumptions
· “All of the endpoints available from the endpoint locator service are FHIR servers”
· Murta – Improper wording…FHIR endpoints are available on FHIR servers. The specification for a FHIR server requires FHIR endpoints and a FHIR repository. Many organizations don’t use a static FHIR repository and instead do transformations “in flight”. We translate between our internal formats and FHIR formats “on the fly” as opposed to having persistent information in FHIR format.
· Geimer – instead of “are FHIR servers” say “are FHIR compliant”
· Murta – or “FHIR capable”
· Geimer – “compliant with FHIR server specifications”. You don’t want to define the backend (e.g. the backend of HAPI is a SQL database)
· Revise to: “All of the endpoints available from the endpoint locator service are FHIR capable or compliant with FHIR services

Primary actors
· “Endpoint requestor – Provider’s or Payer’s healthcare ecosystem or consumers that need to discover a valid endpoint for a FHIR-based information exchange”
· Alex – to the extent that there is an intermediary, the intermediary may be the entity querying the endpoint locator service (rather than the provider/payer end user)
· Alix – likewise, it might not be the consumer but the consumer’s app or another intermediary
· Revise to: “Provider’s or Payer’s healthcare ecosystem, consumers, or an intermediary (on behalf of one of these actors) that need to discover a valid endpoint for a FHIR-based information exchange”

Supporting actors
· “Other service providers”
· Add “or intermediaries”
· Add “Apps or patient portals”

Use Case – Version Identification

In scope
· “Identification of FHIR versions for request and response from provider, payer, plan”
· Add “or intermediary”
· Geimer – if I’m requesting something from an intermediary who is then requesting something from another actor…the intermediary may use a different FHIR version than the other actor. Probably the intermediary’s problem to manage.

Out of Scope
· “The definition of ‘FHIR version’ for this document could be: identification of the version of the FHIR server”
· Geimer – CapabilityStatement resource has a FHIR version property that says what version of FHIR the system supports. It is singular which is odd because FHIR servers are allowed to support multiple versions of FHIR 
· Alix - Add “via the capability statement”?
· Murta – Use cases are not meant to include implementation details or constrain the tiger teams. Therefore, should not include such language

Primary actors
· Geimer – should we include the endpoint itself, the destination endpoint? The endpoint destination is responsible for keeping the directory up to date, including the FHIR versions supported at the endpoint
· Add: “Destination endpoint - Provider, payer, or intermediary system whose endpoint is maintained in the directory and who is responsible for updating the directory if their version information changes
· Alex – should we say “endpoint discovery service” as opposed to “directory”? It doesn’t necessarily have to be a directory
· Murta – If it doesn’t materially change the content, we should leave it as is

Supporting actors
· “Provider and payer systems”
· Add: “intermediary”
· “Endpoint resolution capability”
· Revise to: “Endpoint directory”

Post-conditions
· Add: “requester has received the FHIR version if no error was encountered”

Use Case – Event-based Alerts
In Scope
· Geimer – are alerts pushed through intermediaries also in scope? Does it have to be a point-to-point push? FHIR Argonauts are discussing doing alerts through FHIR messaging as part of their work on subscriptions.
· Alix – we can add a note and let the Use Cases Tiger Team decide

Out of Scope
· “Requirement for a specific architecture”
· Geimer – FHIR has a Subscription architecture built in. Working on a new version for R5. Is this saying an implementer can use something other than FHIR?
· Murta – Each Tiger Team should use best available FHIR architecture to implement any of these use cases
· “Subscriber or alerts source internal processing to validate if request is from patient or authorized representative”
· Alix – does this remove the intermediary?
· Murta – was not the intent of the use case to describe a scenario in which there can be no intermediary

Assumptions
· “Responses communicating the result of the request for subscribing to a patient as well as for the push of the alert to the subscriber will be synchronous”
· Alix – means you are going to request a subscription or push an alert and then “leave the door open” until you receive an acknowledgement back
· Geimer – This isn’t right. The FHIR subscription model allows synchronous (e.g. REST hooks) and asynchronous (e.g. email, SMS, FHIR messaging channels) approaches. As stated, this does not work for asynchronous channels that are valid for alerts such as Direct, email, SMS, and FHIR messaging.
· “The request to subscribe to a patient may be initiated by a system or by an individual/organization, but will always be performed by system to system communication”
· Alix – people aren’t getting in the middle of transporting the data, it’s supposed to be automated
· Alex – sounds like something that should be universal across the use cases
· Murta – should recommend that it be deleted
· Geimer – adds no value. Why would a system care who created the request?
· “This use case does not consider alerting mechanisms based on the content of the message or clinical information for the patient”
· Murta – I think this is trying to say it is payload agnostic
· Geimer – this use case does not require the alerting mechanism to read or act on the payload

Primary Actors
· “HIE”
· Add “clearinghouse or intermediary”

Post Conditions
· “Requests to subscribe and pushes of alerts are auditable in a standardized manner”
· Murta – Seems too prescriptive
· Revise to: “Requests to subscribe and pushes of alerts are auditable in a manner defined in the specifications”

Use Case – Push Patient Information

Assumptions
· “HIPAA Minimum Necessary Requirements will be addressed by core capability use cases”
· Alix – Which core capability is handling this? Minimum necessary requirements are fulfilled when there is a human or other control factor that enables the technically minimal information to be shared.
· [bookmark: _GoBack]Murta – should be deleted from the use case
