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Review Webinar Slides

Webinar scheduled for 12-2 pm on Monday, November 25
· Goal is to educate the community and solicit feedback on direction of Tiger Team solution proposals
· Stephen Konya will provide an introductory overview about the FAST initiative, and wrap up with more info about how to participate
· For each solution, ~30 minute presentation will cover current state (technical barriers), scope of work, proposed solution & diagram, status update
· Webinar will include periodic polling questions, participants can also enter free-form responses in the Q&A box
· Type of organization
· Interest in the FAST initiative
· For each solution, whether participants agree w/the proposed solution and other issues to consider
· For endpoint discovery – Frequency of validation/certification of endpoints
· For versioning – Should industry adopt standard version translation tools
· For scale - Should we consider requirements of intermediaries other than availability, performance, and transparency

Slide: Directory – proposed solution
· “Contributors will be the issuing organizations and indicate the scope and capability of the endpoints”
· Alex – does it have to be the issuing organization or can it be the organization that uses the endpoint? A customer might customize a FHIR-based endpoint such that it can only accept certain information, is tied to a specific version, etc. in a way that isn’t set by the issuing organization but still speaks to the capability of the endpoint
· Bob – the issuing organization issues the URL. They have a responsibility for making sure that it is actually that organization that it points to. Nobody else can do that
· Alex – given that there will be other information in the directory besides the URL (e.g. validation status, accessibility status, metadata requirements, support services, etc.), those things aren’t necessarily defined by the issuing organization and are instead defined by the user of the endpoint. So you wouldn’t just want the issuing organization contributing to the directory, you would also want the people who own/use the endpoints to contribute information as well. For example, a HISP can assign a Direct address, but how you use that address and its capabilities aren’t necessarily defined by the HISP
· Alix – contributors are the ones providing information to the directory, link between contributors and issuing organization. A contributor or its representative will indicate the scope & capability of the endpoint. What do we mean by issuer? Is it related to who issues the x.509 certificate?
· Bob – the issuer is whoever establishes that a URL represents an entity
· Alex – The entity issuing the endpoint won’t always know the scope of the endpoint. I can imagine an entity providing FHIR as a service that can be tuned or customized by the implementer
· Revise to: “Contributors to the directory will be the issuing organization and assigned party will indicate the scope and capability of the endpoints”
· Geimer – will entities that have existing directories (e.g. Carequality) be required to conform to the standard after it is published?
· Bob – as the reference source of information, if they want to get a copy of it to include in their directory they can
· Geimer – they might want to update their specs to be compatible with it
· Bob – I agree, but we don’t want to dictate how they operate. One might want to have a way for a downstream entity to represent where the data came from (i.e. provenance). It may something you SHOULD include
· Alex – as an intermediate goal, should we include changes to the FHIR spec as necessary? We might need to update the endpoint resource instead of just including some of this other information as an extension
· Bob – covered under the need for a ballot standard for accessing the directory

Slide: Community Feedback – Directory/Endpoint Discovery
· “Frequency with which endpoints for clinical information exchange be validated/certified (never, once, weekly, monthly)
· Geimer – consider including a longer option, e.g. quarterly
· Bob – Supposed to include annual as well
· Add: “quarterly” and “annual” to options

Slide: FAST FHIR Version – Proposed Solution
· Geimer – hard to read the small text, consider splitting “future state” and “intermediate goals” into 2 slides
· Bob – prefer to keep it on the same slide, we can revise some of them
· Alex – can probably combine 1, 4, and 5, and delete 6 and the parenthetical on 7 under “future state”. Can probably combine 3 and 4 under “intermediate goals”

Slide: Version diagram
· Alex – the future state slide noted that the directory would include information about versions. It looks like we discover version information at step 5 in the diagram, but the future state description suggests you would find version information as part of the endpoint discovery process. Don’t necessarily need a separate step for obtaining version information from the endpoint itself if you can get it from the directory
· Bob – two different sets of versions: the version of FHIR and the version of other artifacts. They won’t necessarily be the same. Are you going to include the artifact versions in the directory or are you going to ask for it?

Slide: FAST Scaling the FHIR Ecosystem – Scaling Requirements
· Change to: “Scaling Considerations”

Slide: FAST Scaling the FHIR Ecosystem – Proposed Solution
· “single patient identifier”
· Alex – change to: “universal patient identifier”. You can still have individual identifiers (e.g. an organization ID) as long as they are tied to a universal ID
· “Requirements to maintain ‘state’ end-to-end for any synchronous transactions
· Geimer – isn’t maintaining state implied if you are dealing with synchronous transactions? Any proxying would need to do that anyway
· Bob – I disagree. An intermediary could pretend to be the other end and the only state that was maintained was with the local environment and not all the way through
· Geimer – makes sense for an asynchronous transaction, but not synchronous. Maybe for a man in the middle attack.
· Bob – do we have any experience with intermediaries in the middle of a RESTful API?
· Geimer – Lantana internal tools proxy the REST API to HAPI through Trifolia, since HAPI is behind our firewall. We just add a security layer that HAPI doesn’t have. It wouldn’t work if you didn’t maintain state, you’d almost have to do messaging
· [bookmark: _GoBack]Alex – change to: “requirements to support synchronous transactions (e.g. maintaining ‘state’ across intermediaries)”
