· Test tools nor detailed test data are not yet released for review; A rule requirement to a specification is not final nor a test procedure reviewable without test tool and test data being available.  Only the tool and data clearly reflect the certification body's interpretation of the referenced specification and how it will be validated.  This is especially crucial since the rule became final prior to the specification and, therefore, did not have an opportunity for a detailed review during NPRM and the test steps are not clear (see comments below) regarding optional/mandatory, full XDR / limited meta data XDR, and other key topics.
· The test procedure, throughout, requires updates for explicit clarity regarding when full XDR vs. limited meta data XDR is being addressed.  See specifically 4.04, 4.07 which we assume is limited meta data XDR.
· The test procedure, throughout, requires updates to ensure mandatory vs. optional steps are correctly, clearly and consistently defined.  This is also important for test tool development as "failures" vs "warnings" need to be clearly and consistently defined as it relates to mandatory vs optional compliance.
· 2.02:  The test tool should be using the same host and port to limit the impact to vendors' and firewalls/proxies.  Otherwise, test complexity unnecessarily increases.
· 2.02 bullet 5: The sending CEHRT should receive the MDN.  Clarity is needed that the MDN should be returned through any transitions to the sender.
· 2.02 bullet 6: please provide clarity on errors.
· 2.06 and throughout: Please provide clarification as to what is referred to as XDR Profile.  Is the intent to represent both the full and limited options of XDR?  Note that the final rule was published prior to the specification and, therefore, detailed comment was not possible.  The limited meta data specification, while it would naturally be the "lowest common denominator" / required functionality, it may be very limited in operational functionality.  The full XDR specification provides appropriate functionality so, if optional, may limit its use and therefore robustness of practical interoperability.  Care must be taken in that vendors who certified to existing criteria using optional XDR used full and have that functionality and it's unclear if the goal of the new criteria is to add limited meta data but still drive full XDR as the preferred edge.
· [bookmark: _GoBack]Identifiers are used (e.g., XDR-6, MU2-19, etc) which are not defined nor clear.
· Diagram labels are inconsistent with the text.  Recommend  "Direct Edge" and "Direct Backbone" for the respective arrows.
· Updates should be made for clarity throughout to define and use of terminology for "send", "transport", and verification.  For example, the vendor function does a request to send, the actual transport in response to the request to send is via a protocol and validated by a test tool.  

