athenahealth comments on MU3 Test Procedures

	§170.315(e)(2) Secure Messaging

	
· [bookmark: _GoBack]1.1 Electronically send secure messages to, and receive messages from, a patient – authentication

Item #1 – Authenticated User:  In the case of modular certification, how can the modular component (us) know that the user (practice staff) sending a secure message is “authenticated?”  Can we simply assume this by virtue of the fact that the certified upstream system is sending us the message and therefore the user sending the message must have been successfully authenticated?  

Item #2 – Authenticated Patient:  In this case, the question is, “How do we know that the message we are sending to the upstream system (from our portal) will be received by an ‘authenticated user?’  I am guessing that whatever the answer is for Item #1 above will apply to this item…

· 1.2 Electronically send secure messages to, and receive messages from, a patient – Encryption and Integrity



